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Schedule 6 
Hospital Monitoring & Medical Consumables and Sensors (MCS) Portfolio (Rev 25.1) 

 

Product Category 
Products Consumables and Sensors 

(non-serialized) 

  Patient Care 

  Medical Consumables and Sensors (MCS) 

  Accessories 

  Third Party Accessories 

  Fetal Measurements 

  Gas Measurements 

  NIBP Cuffs 

  Paper 

  SpO2 

  Temperature 

  Newborn Solutions 
  Jaundice 

  Calming and Soothing Therapy Support 

  MR Patient Care (MRPC) 

  Accessories (disposable and reusable) 

  ECG 

  NIBP Cuffs 

  ETCO2 Supplies 

  SPO2 

  Temperature 

  Batteries 

  Chargers 

Diagnostic Cardiology Solutions    Medical Consumables and Sensors (MCS) 
   ECG Cables and Lead sets 

   ECG Electrodes 

 
1. Prices.  

1.1 Unless stated otherwise on the face of the Quotation, the Quotation will remain valid for sixty (60) days 
unless withdrawn or changed prior to shipment by Philips. 

2. Orders.  
2.1 Notwithstanding Section 7 of the Conditions of Sale, Philips reserves the right to charge a shipping fee for 

Medical Consumables and Sensors.  
2.1.1 Orders for Medical Consumables and Sensors are accepted through:  

Philips eStore: (https://www.patientcare.shop.philips.com/);   
Phone: 800-225-0230, Option1;  
Email: medical.supplies@philips.com  
Fax: 1-800-227-7843 2.3   
2.2.2 Orders for MR Patient Care are accepted through:  
Philips eStore: (https://www.patientcare.shop.philips.com/);   
Phone: 800-225-0230, Option1;  
Email: medical.supplies@philips.com   
Fax: 1-800-947-3299 

3. Payment Terms.  
3.1 100% of the purchase price shall be due thirty (30) days from Philips’ invoice date. 

https://www.patientcare.shop.philips.com/
https://www.dim.philips.com/contentserverdav/nodes/26714169/mailto_medical.supplies%40philips.com
https://www.patientcare.shop.philips.com/
https://www.dim.philips.com/contentserverdav/nodes/26714169/mailto_medical.supplies%40philips.com
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4. Return Policy.  
4.1 If there is a problem with an order, Philips wants to correct it as soon as possible. Please note the following 

instructions before returning merchandise to Philips. 
4.2 Customer Services Department of Philips Supplies Center in Nashville, TN must authorize all returns of 

medical supplies. Please call 1-800-225-0230 for a return authorization number. Customer shall pay all 
shipping charges for returns. 

4.3 Returns after sixty (60) days of shipment shall be subject to a 15% restocking charge. 
4.4 Philips does not accept returns of Consumables Products that have been opened, are expired or damaged. 

Please contact Philips at 1-800-225-0230 for guidance on any returns. 
5. Third Party Accessories.  

5.1 HP Pro Mini 400 G9 Desktop PC ("HP Pro Mini 400"):  
5.1.1 The HP Pro Mini 400 G9 Desktop PC is a third-party accessory product for which Philips is the 

reseller. 
5.1.2 With regard to the warranty, Section 9.8 under the Warranty section of this agreement applies. 

Any third-party warranty or service solutions shall be passed on to Customer for this product. For 
further information on the warranty, Customer will contact the manufacturer. 

5.1.3 Philips does not provide any maintenance or repair services for the HP Pro Mini 400. Philips does 
not provide anti-virus software for Customer’s HP Pro Mini 400; Customer is responsible for 
purchasing anti-virus software or apps and for managing all virus issues in connection with this 
product. The HP Pro Mini 400 does not include any security software. Customer is responsible for 
managing and maintaining firewalls or other appropriate security and privacy measures for data 
residing on the HP Pro Mini 400. 

5.1.4 If the HP Pro Mini 400 is connected to a computer network, Customer shall be responsible for 
network security, including but not limited to, using secure administrative passwords, installing the 
latest validated security updates of operating software and web browsers, running a Customer 
firewall as well as maintaining up-to-date drivers, and validated anti-virus and anti-spyware 
software. 

  


